
Privacy Policy supplements based on the Thailand’s Personal Data Protection Act 

 

The following are supplementary items to the Privacy Policy regarding the 

handling of personal information based on the Thailand’s Personal Data 

Protection Act B.E. 2562 (2019) (and as to be amended thereafter and rules and 

regulations under Personal Data Protection Act B.E. 2562) (hereinafter referred 

to as "Thailand PDPA"). 

 

1. Purpose of Use of Personal Information 

The content described in the Privacy Policy "1-2. Purpose of Use of Personal 

Information" is the fulfillment of the contract (Section 24 (3) Thailand PDPA) and 

the use of our legitimate interest (Section 24 (5) Thailand PDPA). 

 

2. Items of Personal Information Collected 

In addition to the information described in the Privacy Policy "1-3. Items of 

Personal Information Collected", personal information includes citizen ID number, 

financial information and income information. 

In addition, personal information collected in connection with seminar activities 

sponsored by the Company includes name, dates of birth, gender, passport 

information and other contact information of seminar participants. If the Company 

cannot process these personal information, the Company will be unable to 

complete the registration process. 

 

3. Provision of Personal Information to Third Parties and Collection of Personal 

Information from Third Parties 

In addition to the information described in the Privacy Policy "1-4. Provision of 

Personal Information to Third Parties and Collection of Personal Information from 

Third Parties", the personal information will be disclosed to the hotel, cloud 

service providers, other service providers and public organizations (at the request 

of law or Thailand government). 

Should the company need to share the personal information with more recipients 

than the ones listed above hereafter, the Company will inform the changes in 

accordance with applicable laws and regulations. 

 

4. Handling of Sensitive Information 

In addition to the information described in the Privacy Policy "1-8. Handling of 



Sensitive Information", "Sensitive Information" includes race, lineage, political 

opinion, religious or philosophy creed, criminal record, physical disability, heredity 

information, biological information and other information that affects the data 

subject (according to the opinions of the Thailand’s Personal Data Protection 

Commission). The Company will proceed Sensitive Information (i.e., medical 

record, disease history and smoking habits) for purposes listed in the Privacy 

Policy "1-8. Handling of Sensitive Information", where is required under the 

relevant laws, including the regulations of the Office of Insurance Commission.  

 

5. Notification, Disclosure, Correction, or Cessation of Use of Personal Data in 

Accordance with the Personal Information Protection Act 

In addition to the information described in the Privacy Policy "1-9. Notification, 

Disclosure, Correction, or Cessation of Use of Personal Data in Accordance with 

the Personal Information Protection Act", the Company will appropriately respond 

to the right to data portability, the right to erasure of personal information, the right 

to object the processing of personal information and the right to withdraw consent. 

In addition, there is also a right to lodge a formal complaint with the Thailand’s 

Personal Data Protection Commission in the event that the complaint and/or 

dispute with the Company is not properly and timely resolved. 

 

6. Summary of Measures to Ensure the Secure Management of Personal Data 

In addition to the information described in the Privacy Policy "1-10. Summary of 

Measures to Ensure the Secure Management of Personal Data ", the Company 

will retain the personal information as long as the purpose for collecting remains. 

After that, the Company will erase and destroy the personal information, except 

as may be required by applicable laws or for protection of the Company’s interest.  

Personal information may be transferred to recipients outside of Thailand, other 

than Japan where the Company is located, where the data protection laws may 

differ than Thailand PDPA only where it is permitted by Thailand PDPA or other 

applicable law. The offshore transfer of the personal information will not take place 

unless there are adequate controls measures that can safeguard the 

confidentiality, integrity and the availability of the personal information. 

 

 


